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Professional Preparation 

• The Graduate Center, City University of New York (CUNY), New York, NY         
o PhD and Master of Philosophy in Computer Science / Cryptography    2017 

Dissertation Title: “Secure and Efficient Delegation of a Single and Multiple 
Exponentiations to a Single Malicious Server” Delaram Kahrobaei (advisor) 

• City College of New York, City University of New York (CUNY), New York, NY 
o Master of Science in Computer Science                  2017  

• Hunter College, CUNY, New York, NY              
o Master of Arts in Mathematics           2011 
o Bachelor of Arts in Mathematics              2011 

Appointments  

• The Graduate Center, CUNY, New York, NY         January 2019 - Present 
Doctoral Faculty at PhD Program in Computer Science Department  

• John Jay College, CUNY, New York, NY      September 2018 – Present 
Assistant Professor in Computer Science & Mathematics Department and Graduate Faculty 
at the Digital Forensics and Cybersecurity (D4CS) in M.S. Degree program 

• John Jay College, CUNY, New York, NY       January 2018 – September 2018 
Adjunct Assistant Professor in Computer Science & Mathematics Department  

• York College, CUNY, New York, NY         Spring 2018 
Adjunct Assistant Professor in Computer Science & Mathematics Department    

• CUNY Research Foundation             2016-2017 
Research Assistant, PI: D. Kahrobaei, Research related to RFID, Cloud Cryptography   

• Brooklyn College, CUNY, New York, NY           2011-2017 
Adjunct Lecturer in Mathematics Department        

• Rutgers University, Newark, NJ             2013-2018 
Part Time Lecturer in Computer Science & Mathematics Department 

Publications  
Peer-Reviewed Conference Published Proceedings:  
(label * means student author) 
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1) G. Di Crescenzo, M. Khodjaeva, D. Morales*, “Single-Server Delegation of NTT with 
Application to Crystals-Kyber”, CCSW 2024: The ACM Cloud Computing Security 
Workshop (Accepted) (pdf LINK).   

2) G. Di Crescenzo, M. Khodjaeva, D. Morales Caro*. (2024). “Single-Server Batch 
Delegation of Variable-Input Pairings with Unbounded Client Lifetime”. In: Computer 
Security. ESORICS 2023 International Workshops. ESORICS 2023. Lecture Notes in 
Computer Science, vol 14399. Springer, Cham. LINK (pdf  LINK). 

3) M. Khodjaeva, G. Di Crescenzo. (2024). “An Efficient Small Modulus Test and Its 
Applications to Delegated Computation without Preprocessing”. In: Innovative Security 
Solutions for Information Technology and Communications. SecITC 2023. Lecture Notes in 
Computer Science, vol 14534. Springer, Cham. LINK. (pdf LINK)  

4) M. Khodjaeva, G. Di Crescenzo. (2023) “On Single-Server Delegation Without 
Precomputation”. In: Proceedings of 20th International Conference on Security and 
Cryptography, SECRYPT, pp. 540-547. Rome, Italy, July 10-12, 2023. (pdf LINK). 

5) G. Di Crescenzo, M. Khodjaeva, T. Chen, R. Krishnan, D. Shur, D. Kahrobaei, V. Shpilrain. 
(2022). “On Single-Server Delegation of RSA”. In: Innovative Security Solutions for 
Information Technology and Communications. SecITC 2022. Lecture Notes in Computer 
Science, vol 13809. Springer, Cham. LINK (pdf LINK). 

6) G. Di Crescenzo, M. Khodjaeva, R. Krishnan, D. Shur. (2022). “Single-Server Delegation 
of Small-Exponent Exponentiation and Sum-Homomorphic Encryption from Quasilinear-
time Clients”. In: Proceedings of the 4th Workshop on CPS&IoT Security and Privacy, pp. 
15-26, 2022. (Voted as the second-best paper in that workshop), LINK. (pdf  LINK). 

7) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2022). “On Single-Server 
Delegation of RSA Decryption”. In: CFail 2022, the Conference for Failed Approaches and 
Insightful Losses in Cryptology, affiliated workshop of CRYPTO 2022 LINK. (pdf LINK). 

8) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2022). “A Survey on 
Delegated Computation”. In: Developments in Language Theory. DLT 2022. Lecture Notes 
in Computer Science, vol 13257. Springer, Cham. LINK. (pdf  LINK). 

9) G. Di Crescenzo, M. Khodjaeva, V. Shpilrain, D. Kahrobaei, R. Krishnan. (2021). "Single-
Server Delegation of Ring Multiplications from Quasilinear-time Clients”. In: 2021 14th 
International Conference on Security of Information and Networks (SINCONF 2021), 
Edinburgh, United Kingdom, 2021, pp. 1-8, LINK, (pdf   LINK). 

10) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2021). “Secure and Efficient 
Delegation of Pairings with Online Inputs”. In: Smart Card Research and Advanced 
Applications. CARDIS 2020. Lecture Notes in Computer Science, vol 12609. Springer, 
Cham. LINK, (pdf   LINK). 

11) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2020). “Secure and Efficient 
Delegation of Elliptic-Curve Pairing”. In: Applied Cryptography and Network Security. 
ACNS 2020. Lecture Notes in Computer Science, vol 12146. Springer, Cham, Research 
Impact Score 4.46, LINK, (pdf  LINK). 

12) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2019). “Delegating a Product 
of Group Exponentiations with Application to Signature Schemes”. In: Conference 

https://drive.google.com/file/d/1ic07xBsncHBgQZm0TNmiDiE9CGLnCYmS/view?usp=sharing
https://link.springer.com/chapter/10.1007/978-3-031-54129-2_14
https://drive.google.com/file/d/17Qv1iD4H_tzmNcS-2rGXBiz8yrwePaQ5/view?usp=sharing
https://link.springer.com/chapter/10.1007/978-3-031-52947-4_12
https://drive.google.com/file/d/1wxEJR71j05_NHSoLxvsalKyllVzOH-sy/view?usp=sharing
https://www.scitepress.org/Papers/2023/121401/121401.pdf
https://link.springer.com/chapter/10.1007/978-3-031-32636-3_5
https://drive.google.com/file/d/1KiepAE6O8Lp3mfmLwXyQ8cWc-oInGmt0/view?usp=sharing
https://dl.acm.org/doi/abs/10.1145/3560826.3563385?casa_token=EFtHIwfmm4gAAAAA:gFhs0xH5V4pxHJT6pPqG-1bAxdiFwfnS8GL7jbJKJKROviOe-qZQqASlaK_Fmt9aFMIrhC0imOuD
https://dl.acm.org/doi/pdf/10.1145/3560826.3563385
https://www.cfail.org/cfail2022
https://drive.google.com/file/d/1ZBOFTffM3qIH8lBxWIf2w9c70AlrtC_y/view?usp=sharing
https://link.springer.com/chapter/10.1007/978-3-031-05578-2_3
https://drive.google.com/file/d/1HgbQk_7eHuCApMC_qqMlcIpSb2_0ayf8/view?usp=sharing
https://ieeexplore.ieee.org/document/9699330
https://drive.google.com/file/d/1klI7ousLk1UeOiNar626FoJ0owqkhAle/view?usp=sharing
https://www.springerprofessional.de/en/secure-and-efficient-delegation-of-pairings-with-online-inputs/18809564
https://cardis2020.its.uni-luebeck.de/files/CARDIS2020_DiCrescenzo_SecureAndEfficientDelegation_paper.pdf
https://doi.org/10.1007/978-3-030-57808-4_3
https://www.researchgate.net/profile/Vladimir-Shpilrain/publication/341072512_Secure_and_Efficient_Delegation_of_Elliptic-Curve_Pairing/links/5eac097ba6fdcc70509e09a2/Secure-and-Efficient-Delegation-of-Elliptic-Curve-Pairing.pdf


Revised 08/22/2024. Page 3 of 9 

Proceedings of the Number-Theoretic Methods in Cryptology Conference, (NuTMiC 2019), 
University of Sorbonne, Paris, 1- 23 (2019), (pdf LINK). 

13) M. Obaidat, M. Khodjaeva, S. Obeidat, D. Salane and J. Holst*. (2019). “Security 
Architecture Framework for Internet of Things (IoT)”. In: 2019 IEEE 10th Annual 
Ubiquitous Computing, Electronics & Mobile Communication Conference (UEMCON), 
New York, NY, USA, 2019, pp. 0154-0157, LINK. (pdf  LINK). 

14) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2019). “Secure Delegation to 
a Single Malicious Server: Exponentiation in RSA-type Groups”. In: 2019 IEEE Conference 
on Communications and Network Security (CNS), Washington, DC, USA, 2019, pp. 1-9. 
LINK (pdf  LINK). 

15) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2018). “Efficient and Secure 
Delegation to a Single Malicious Server: Exponentiation over Non-Abelian Groups”. In: 
Mathematical Software – ICMS 2018. ICMS 2018. Lecture Notes in Computer Science, vol 
10931. Springer, Cham. LINK. (pdf LINK). 

16) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2017). “Computing Multiple 
Exponentiations in Discrete Log and RSA Groups: From Batch Verification to Batch 
Delegation”. In: 2017 IEEE Conference on Communications and Network Security (CNS), 
Las Vegas, NV, USA, 2017, pp. 531-539. LINK. (pdf  LINK). 

17) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2017). “Practical and Secure 
Delegation of Exponentiations over Discrete-Log Groups to a Single Malicious Server”. In: 
CCSW’17: Proceeding of the 2017 on Cloud Computing Security Workshop, 2017, pp 17-
28, LINK. (pdf  LINK). 

Journal Papers: 
18) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2020). “Delegating a Product 

of Group Exponentiations with Application to Signature Schemes”. In: Journal of 
Mathematical Cryptology, De Gruyter 14, no. 1, 438-459, (2020), Impact Factor 1.59, LINK 
(pdf  LINK). 

19) G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain. (2020). “Efficient and Secure 
Delegation of Exponentiation in General Groups to a Single Malicious Server”. In: 
Mathematics in Computer Science Journal, Springer 14, no. 3, 641-656 (2020), Impact 
Factor 1.15,  LINK (pdf  LINK). 

20) M. Obaidat, I. Shahwan, A. Hassebo, S. Obeidat, M. Ali, M. Khodjaeva. (2020). “SNR-
Based Early Warning Message Scheme for VANETs”. In: Journal of Mobile Multimedia, 
Impact Factor 1.11, pp. 163-190 (2020), LINK. (Awarded as the best paper in Journal of 
Mobile Multimedia LINK) (pdf  LINK). 

Article: 
21) M. Maras, S. Jain, H. Johnson, M. Khodjaeva. (2022). “How Educational Institutions Can 

Help Fill the Cybersecurity Workforce Gap”. In: Security Management, Cybersecurity Talent 
Development Article, American Society for Industrial Security (ASIS 2022), September 16 
2022, LINK. 

Edited Book: 

http://nutmic2019.imj-prg.fr/confpapers/DelegateExp.pdf
https://ieeexplore.ieee.org/abstract/document/8993096
https://drive.google.com/file/d/1ThlDjy5Av9s4r8f6pLcBO2DFncKNPXAQ/view?usp=sharing
https://ieeexplore.ieee.org/abstract/document/8802691
https://drive.google.com/file/d/1G3uq9J6s1hpJD2RdyWeEq9vlC2VGft9m/view?usp=sharing
https://link.springer.com/chapter/10.1007/978-3-319-96418-8_17
https://drive.google.com/file/d/1rS6LCNi41swmtJuTtSar9yYTyThDe-qp/view?usp=sharing
https://ieeexplore.ieee.org/abstract/document/8228702
https://drive.google.com/file/d/1GsOCUoGlDN6lqfjXefA1JN61uLazBEOL/view?usp=sharing
https://dl.acm.org/citation.cfm?id=3140657
https://dl.acm.org/doi/pdf/10.1145/3140649.3140657
https://www.degruyter.com/view/journals/jmc/14/1/article-p438.xml
https://drive.google.com/file/d/1CuUmgV53QFTKSk_QEbsrf4jAVLyhG9WR/view?usp=sharing
https://doi.org/10.1007/s11786-020-00462-4
https://drive.google.com/file/d/1pH6eJE1-v-MMC03sYooN0fzKDlf85a-H/view?usp=sharing
https://journals.riverpublishers.com/index.php/JMM/article/view/808
https://drive.google.com/file/d/113xfRReKtloeywhge807SDBmjybPYrcp/view?usp=sharing
https://drive.google.com/file/d/1MimnDL11dE5CtlpKwTlF3KS_R9qM-UPS/view?usp=sharing
https://www.asisonline.org/security-management-magazine/latest-news/online-exclusives/2022/how-educational-institutions-can-help-fill-the-cybersecurity-workforce-gap/
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22) D. Kahrobaei, M. Khodjaeva, Mathematical Aspects of Cryptography and Coding Theory, 
La Matematica, Springer Nature (2024), LINK. 

Book Chapters: 
23) M. Obaidat, M. Khodjaeva, J. Holst*, M. Ben Zid*. (2020). “Security and Privacy 

Challenges in Vehicular Ad Hoc Networks”. In: Mahmood Z. (eds) Connected Vehicles in 
the Internet of Things, Springer, Cham (2020), LINK (pdf  LINK). 

24) M. Khodjaeva, M. Obaidat, D. Salane. (2019). “Mitigating Threats and Vulnerabilities of 
RFID in IoT Through Outsourcing Computations for Public Key Cryptography”. In: 
Mahmood Z. (eds) Security, Privacy and Trust in the IoT Environment. Springer, Cham 
(2019), LINK (pdf  LINK). 

PhD Thesis: 
25) M. Khodjaeva. (2017). “Secure Delegation of Exponentiations from Client to Single 

Malicious Server”. In: PhD thesis, The Graduate Center, CUNY Academic Works, NY 
(2017)  LINK (pdf  LINK) 

Work in Progress: 
26) Journal Paper:  G. Di Crescenzo, M. Khodjaeva, D. Morales*, “Single-Server Batch 

Delegation with Unbounded Client Lifetime for Pairings with Varying Inputs in Standard 
and Scalar-Base Representation”, in: ESORICS 2023, The Hague, The Netherlands. 
(Accepted Conference paper, now extending this paper to journal paper). LINK. 

27) Journal Paper: G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain, “Efficient 
Single-Server Delegation of a Bilinear-Map Pairing”, ACNS 2020. Lecture Notes in 
Computer Science, vol 12146. (Accepted Conference paper, now extending this paper to 
journal paper) 

28) Journal Paper:  G. Di Crescenzo, M. Khodjaeva, D. Kahrobaei, V. Shpilrain, “Secure 
Delegation of Exponentiations over Discrete-Log Groups and RSA type groups” 
 

Grants 
• Advancement of Research (OAR) Faculty Scholarship Award 2023, project name: Secure 

and Efficient Delegation of Multiple Pairings, October 2023, $2,600. Role: PI. 

• Advancement of Research (OAR) Faculty Scholarship Award 2023, project name: Secure 
and Efficient Delegation of Polynomial Multiplication and Pairings, July 2023, $3,375. Role: 
PI. 

• Faculty Recognition Award for Distinguished Faculty Service to Students Award, for the 
2022-2023 academic year. Award reception was on May 2nd, 2023, given plaque and $1,000. 
LINK.  

• Advancement of Research (OAR) Faculty Scholarship Award 2023, project name: Secure 
and Efficient Delegation of Multiple Pairings, February 2023, $2,000. Role: PI. 

• Department nomination to 2023 The Feliks Gross and Henry Wasser Awards.  

• Departmental nomination to 2023 Sloan Research Fellowship. 

https://link.springer.com/collections/fdejbbeacf
https://link.springer.com/chapter/10.1007/978-3-030-36167-9_9
https://drive.google.com/file/d/1Nb-xVE89Rr1rk0la2oaUuFCKpIZgYidc/view?usp=sharing
https://link.springer.com/chapter/10.1007/978-3-030-18075-1_3
https://drive.google.com/file/d/1Nb-xVE89Rr1rk0la2oaUuFCKpIZgYidc/view?usp=sharing
https://academicworks.cuny.edu/gc_etds/2395/
https://academicworks.cuny.edu/cgi/viewcontent.cgi?article=3456&context=gc_etds
https://drive.google.com/file/d/18ix409Rek_GEijm40PV2FG_DUSlUYyxH/view?usp=sharing
https://drive.google.com/drive/folders/1J4d91L7s3Pns7kL_RPRcns25tpehRXO-?usp=share_link
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• PSC-CUNY- Grant 54, July 1, 2023 – June 30, 2024, “Secure and Efficient Delegation of 
Multiple Pairings”, CUNY Research Foundation Grant, $6,000. Role: PI. 

• PSC-CUNY- Grant 53, July 1, 2022 – June 30, 2023, “Secure and Efficient Delegation of 
Pairing with Membership Verification Test”, CUNY Research Foundation Grant, $6,000. 
Role: PI. 

• Advancement of Research (OAR) Faculty Scholarship Award, project name: Secure and 
Efficient Delegation of Pairings and Algebraic Functions, March 2022, $1,500. Role: PI. 

• NSF CISE-MSI: RCBP-ED: SaTC, Cultivating and Developing Research Talent to Support 
Research in Cyber-Security, with S. Jain (PI), M. Khodjaeva (Co-PI), M. Maras, H. 
Johnson, S. Graff (Co-PI), 2021-2023, $299,993. Role: Co PI. 

• NSF 21-528 Campus Cyberinfrastructure, CC* Planning: Undertaking a Process that will 
Create a Comprehensive Blueprint for Improving Cyber-Infrastructure at John Jay College, 
CUNY, Member for application, with Anthony Carpi (PI), Shweta Jain (Co-PI), Marie-Helen 
Maras (Co-PI), 2021-2022, $100,000. Role: Faculty Advisor, co-chair in the Software, 
Database and Simulation Applications Assessment Committee 

• PSC-CUNY- Grant 52, July 1, 2021 – June 30, 2022, “Batch Pairing Delegation in Elliptic-
Curve”, CUNY Research Foundation Grant, ($6,000). Role: PI. 

• PSC-CUNY- Grant 51, July 1, 2020 – June 30, 2021, “Delegation of Elliptic-Curve 
Pairings”, CUNY Research foundation Grant, ($6000). Role: PI. 

• PSC-CUNY- Grant 50, July 1, 2019 – June 30, 2020, “Delegation of Group Exponentiation”, 
CUNY Research foundation Grant, ($6,000). Role: PI. 

• 2019-2020 Funded Research Faculty Development program, October 20, 2019 -- March 25, 
2020, Project # 90671-00 08, ($1,500). Role: PI. 

• 2019-2020 Inclusive Syllabus Seminar stipend, September 26, 2019 – May 7, 2020, ($1200). 

• Faculty Travel Grant from John Jay College ($2,781.50), for the following conferences  

o ICMS 2018 ($1,000) in July 2018 and  

o AMS 2018 ($1,200) in October 2018 

o IEEE CNS, SPC 2019 ($581.50) 

• NSF/ARO Student Travel Grant ($1000) for conference presentation IEEE, October 2017  

• ONR, Research Assistantship, PI. D. Kahrobaei, ($7,500), March 2017. 

Working in Progress: 

• National Science Foundation, NSF SaTC, PI, “Delegation of Algebraic Operations in 
Cryptographic Protocols”, with V. Shpilrain (Co-PI), $353,575. 
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Honors and Awards 
• The Faculty Service to Students Award, for the 2022-23 academic year.  

• Advancement of Research (OAR) Faculty Scholarship Award 2022 and 2023. 

• Member of American Mathematical Society (AMS) since January 2023. 

• Nominated for the 2022 John Jay College Distinguished Teaching Prize. 

• 2nd Best Paper in the ACM Conference on Computer and Communications Security (CCS), 
3rd workshop in CPS&IoT Security and Privacy 2022, “Single-Server Delegation of Small-
Exponent Exponentiation and Sum-Homomorphic Encryption from Quasilinear-time 
Clients”, 2022. 

• 1st Best Paper in Journal of Mobile Multimedia (JMM 2020), “SNR-Based Early Warning 
Message Scheme for VANETs”, 2020.  

• Tuition Fellowship, The Graduate Center, 2011-2016. 

• Grad B Scholarship at Brooklyn College ($12,000 each year), 2012-2016. 

• Dean’s List, Hunter College, CUNY, 2008-2011.  

• Golden Key Honor Society, 2008-2011. 

Independent Study and PhD Thesis Advisor 
 
PhD advisor of the following students:  
1) PhD Thesis Advisor to Mohamed Ben Zid (PhD in Computer Science, CUNY Graduate 

Center, 2019) 

2) PhD Thesis External Examiner, CUNY The Graduate Center, Di He, Advisor:  Lei Xie, 
“Learn Biological Meaningful Representations with Transfer Learning”, Dissertation 
Proposal: March 1, 2021, Thesis: April 5, 2021. 

3) PhD Thesis External Examiner, CUNY The Graduate Center, Ahmet Yuksel, Advisor: 
Robert Haralick, Proposal, (“The N-tuple Subspace Method”), Proposal: October 9, 2020, 
Oral Exam: May 30, 2020. 

Undergraduate advisor of the following students:  
4) Research study advisor for Dilan Morales Caro (2022-2023). Project name is “Secure Multi 

Party Computation”, through OSRC (Office for Student Research & Creativity) scholarship. 
5) Faculty Mentor CUNY Baccalaureate for Unique and Interdisciplinary Studies Area of 

Concentration (AOC) for Justin Plotsker, starting Fall 2021, majoring Computer Science and 
Cybersecurity.  

6) Independent study advisor for Anastasiya Ayala (Summer 2019). “Implementation of 
Delegation of Cyclic Group Exponentiation in C++ and in Python”. 

7) Independent study advisor for Fernando Cuevas (Summer 2019). “Secure Delegation of 
Exponentiation in RSA-type Groups and Implementation in C++ and in Python”.  
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Presentations in Conference and Research Meetings 
 
• Security for Information Technology and Communications 2023, SECITC 2023, presentation 

of conference paper: “On Single-Server Delegation Without Precomputation”, November 23-
24, 2023. 

• Invited speaker, American Mathematical Society (AMS 2023), Spring Eastern Sectional 
Meeting, Special Session Cybersecurity and Cryptography, virtually April 1–3, 2023, 
Presentation title: “Single-Server Delegation of Small-Exponent Exponentiation from 
Quasilinear-time Clients and Applications”, LINK. 

• 15th International Conference on Security for Information Technology and Communications 
2022, SECITC 2022, presentation of conference paper: “On Single-Server Delegation of 
RSA”, December 8-9, 2022, LINK. 

• In ACM Conference on Computer and Communications Security (ACM CCS 2022), Third 
Workshop on CPS and IoT Security and Privacy, CPSIoTSec2022, in person presentation of 
conference paper: “Single-Server Delegation of Small-Exponent Exponentiation from 
Quasilinear-time Clients and Applications”, November 7-11, Los Angelis, CA, USA, LINK. 
(Our paper received the second-best paper in CPSIoTSec2022 workshop). 

• Association of Women in Mathematics 2022, AWM 2022 Research Symposium, “Secure 
and Efficient Delegation of Pairings with Online Inputs, June 16-19, 2022, University of 
Minnesota in Minneapolis, USA, LINK. 

• SINCONF2021, 14th International Conference on Security of Information and Networks 
“Single-Server Delegation of Ring Multiplications from Quasilinear-time Clients”, 
December 15-17, 2021, Edinburgh, Scotland and Gaziantep, Turkey, virtual conference due 
to COVID-19, LINK. 

• Introduction Talk as the General Chair of the Conference in 42nd IEEE Symposium on 
Security and Privacy (IEEE S&P 2021), Systematic Approaches to Digital Forensic 
Engineering (SADFE 2021), May 27, 2021. LINK. 

• CARDIS 2020, 19th Smart Card Research and Advanced Application Conference (2020) 
“Secure and Efficient Delegation of Pairings with Online Inputs, November 18-19, Germany, 
virtual conference due to COVID-19, LINK. 

• Introduction Talk as the General Chair of the Conference in 13th International Conference on 
Systematic Approaches to Digital Forensic Engineering (SADFE 2020), virtual conference 
due to COVID-19, John Jay College, NY, LINK. 

• Seminar Presentation at Computer Science Department at University of York, UK, July 8-11, 
2019, presentation of conference papers in SPC 2019 and CCSW 2017. 

• 2019 IEEE Conference on Communications and Network Security (CNS), “Secure 
Delegation to a Single Malicious Server: Exponentiation in RSA-type Groups, 5th IEEE 
Workshop on Security and Privacy in the Cloud, Washington DC, SPC, 2019, LINK. 

• National Conference Talk, The American Mathematical Society, Special Session on 
Interactions between Algebra, Machine Learning and Data Privacy, “Multiple 
Exponentiations in Discrete Log and RSA Groups”, October 2018, University of Michigan, 
Ann Arbor. 

https://www.ams.org/meetings/sectional/2305_program_ss10.html
https://easychair.org/smart-program/SECITC2022/
https://cpsiotsec2022.github.io/cpsiotsec/
https://awm-math.org/meetings/awm-research-symposium/awm-research-symposium-2022-schedule/
https://www.sinconf.org/sin2021/#callPaper
http://www.wikicfp.com/cfp/servlet/event.showcfp?eventid=123603&copyownerid=167099
https://cardis2020.its.uni-luebeck.de/program.html
https://easychair.org/cfp/SADFE2020
https://cns2019.ieee-cns.org/workshop/spc-5th-ieee-workshop-security-and-privacy-cloud-2019/program
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• International Conference Talk, ICMS 2018, Post-quantum Group-based Cryptography 
Session, “Efficient and Secure Delegation to a Single Malicious Server: Exponentiation over 
Non-Abelian Groups”, July 24–27, 2018, University of Notre Dame, Indiana, USA, LINK. 

• National Talk, American Mathematical Society, Special Session on Algorithmic Group 
Theory and Applications, “Computing Multiple Exponentiations in Discrete Log and RSA 
Groups”, April 21–22, 2018, Northeastern University, Boston. 

• 2017 Security and Privacy Day Conference, “Computing Multiple Exponentiations in 
Discrete Log and RSA Groups”, October 2017, SUNY, New York.  

• 2017 IEEE Conference on Communications and Network Security (CNS), “Computing 
Multiple Exponentiations in Discrete Log and RSA Groups: From Batch Verification to 
Batch Delegation” (October 2017), Las Vegas, Nevada. 

• New York Multidisciplinary Symposium on Security and Privacy, “Secure Delegation of 
Group Exponentiation to a Single Server” (February 2017), New York University Tandon 
School of Engineering, Poster presentation.  

• The Graduate Center, CUNY at Cryptography Student Seminar, “Efficient and Secure 
Delegation of Group Exponentiation to a Single Server” Part 1 (May 2016). 

• The Graduate Center, CUNY at Cryptography Student Seminar, “Efficient and Secure 
Delegation of Group Exponentiation to a Single Server” Part 2 (July 2016). 

Synergistic Activities  
• Chair of committee member to hire two full time Computer Science Lecturers and committee 

member of hiring an Assistant Professor line in the Department of Mathematics and Computer 
Science, John Jay College of Criminal Justice, 2022-2023.  

• Departmental Committee member of CUNY Transfer Initiative in Computer Science. 

• Organizing seminars for students and faculties in the Mathematics and Computer Science 
Department by inviting speakers in different fields in Computer Science, 2023.  

• Administrator of the certificate in BS/MS program at John Jay College, 2023. 

• Organizer of Association for Women in Mathematics 2022, AWM 2022, in Minneapolis, 
Minnesota for the 2022 Research Symposium, The Institute for Mathematics and its 
Applications, in partnership with the University of Minnesota, special session is Mathematical 
Aspects of Cryptography, June 16 –19, 2022. with D. Kahrobaei, LINK. 

• Reviewer for the research paper in the Journal of Transaction on Cloud Computing, April 
2023. 

• Leading “Cryptography Research Group” in the department of Mathematics and Computer 
Science at CUNY, John Jay College of Criminal Justice, since December 2021.  

• Invited reviewer for the conference paper in 18th IMA International Conference on Cryptography 
and Coding (IMACC 2021). 

• Faculty Administrative Liaison: Borough of Manhattan Community College (BMCC) and John 
Jay College dual degree program starting Fall 2021. 

http://icms-conference.org/2018/sessions/session6/
https://awm-math.org/meetings/awm-research-symposium/
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• Organizer and General Chair, Matluba Khodjaeva, 42nd IEEE Symposium on Security and 
Privacy (IEEE S&P 2021), Systematic Approaches to Digital Forensic Engineering (SADFE 
2021), May 27, 2021, LINK. 

• Organizer and General Chair, Matluba Khodjaeva, 13th Systematic Approaches to Digital 
Forensic Engineering (SADFE 2020), CUNY John Jay College of Criminal Justice, May 15, 
2020,  LINK. 

• Computer Science Minor Coordinator at John Jay College of Criminal Justice, CUNY, since 
2019. 

• Member of the Curriculum Committee of the Computer Science and Information Security major 
since Fall 2019. 

• Member of the department committee on Grade Appeals and committee on Faculty Elections 
since Fall 2020. 

• Member of Undergraduate Research Initiatives in Science and Math (PRISM), since Fall 2019. 

• Departmental academic advisor for Computer Science and Information Security major since Fall 
2018. 

• Write assessments for Cryptography and Cryptanalysis (CSCI 360) and Applied Cryptography 
(FCM 741) courses every year. 

• Coordinator of Cryptography and Cryptanalysis (CSCI 360) course for each semester since Fall 
2018 and Applied Cryptography (FCM 741) course since Fall 2020. 

• Made curriculum development for the following courses: (1) Cryptography and Cryptanalysis 
(CSCI 360); (2) Discrete Mathematics (MAT 204) and (3) Applied Cryptography (FCM 741). 

• Key technical consultant for Cryptography and Cryptanalysis at John Jay College. 

• Organizer of laboratory (tutoring) sessions for Cryptography courses. 

Courses Taught  
 

• John Jay College, CUNY, Mathematics and Computer Science Department: 
o Cryptography and Cryptanalysis; Applied Cryptography; Mathematical 

Cryptography; and Independent Study. 
• The Graduate Center, CUNY, Mathematics and Computer Science Department: 

o Independent Study on Research Project. 
• York College, CUNY, Mathematics and Computer Science Department: 

o Introduction to Database Management; College Algebra. 
• Brooklyn College, CUNY, Mathematics Department: 

o Pre-Calculus A and B; Pre-Calculus; Calculus I; Thinking Mathematically; 
Elementary Mathematics from an Advanced Standpoint.  

• Rutgers University - Newark, Mathematics and Computer Science Department: 
o Basic Calculus; Calculus I; Calculus III.  

 

http://sadfe.org/Sadfe21/index21.html
http://sadfe.org/pastsadfe/sadfe2020/index.html

